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April 13, 2018                        Comparison of Surveillance Policies  
 

 Nashville Santa Clara Seattle Sommerville 

Approval 
(General) 

Required for: installing, 
accepting funds or 
donations, entering into 
agreements to share tech 
or data 

Required for: acquiring new 
technology,  seeking funds or 
donations, using tech in a 
manner not previously approved, 
or  entering into agreements to 
share tech or data 

Council reviews and votes on 
acquisition and deployment of 
all new and existing surveillance 
tech 

Mayoral approval prior to 
acquisition, subject to 
appropriation by Board of 
Aldermen 

Approval for 
Use Policies   

Required for: seeking funds or 
donations, using tech in a 
manner not previously approved, 
or  entering into agreements to 
share tech or data 

Departments must obtain a 
Surveillance Impact Report 
(SIR)for the technology prior to 
approval which includes a usage 
policy (see Seattle chart for 
details) 

Mayoral approval of 
operational protocols 
required prior to 
deployment or 
installation 

Approval for 
Data 
Management 
Policies   

Data collection, access, 
protection, retention and public 
access are all included in the 
surveillance use policy 

Departments must obtain a 
Surveillance Impact report for 
the technology prior to approval 
which includes a data 
management policy 

City departments shall 
submit written protocols 
for managing data 
collected by surveillance 
equipment to the Mayor. 
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Transparency   

The County department 
seeking approval for 
surveillance tech must submit 
to the Board an Anticipated 
Surveillance Impact Report and 
a proposed Surveillance Use 
Policy before the public 
meeting; printed copies of 
both shall be released before 
the meetings 

The CTO shall post the latest 
version of all proposed and all 
approved SIRs to the City’s 
website with an indication of 
its current approval status and 
if available the planned 
Council date for action.  The 
Annual Surveillance Usage 
Review is also posted to the 
City's website 

Requests for approval and 
supporting 
documentation shall be posted 
on the City's website upon 
submission to the Mayor 

Public 
Engagement   

1) All approvals take place at 
public regular Board meetings.                                     
2) The annual review takes 
place in a public Board meeting 
and includes the Department's 
Annual Surveillance Reports 
and all approvals/rejections of 
surveillance use policies in the 
past year 

One or more meetings with 
opportunity for public 
comment and written 
response are required for 
each surveillance tech 
approval  

Requests for approval shall 
include a public notification plan 
for each community in which the 
department intends to use the 
surveillance equipment 
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Review   

Annual Surveillance Report required 
from each County department 
 
The Board will utilize the Annual 
Surveillance Report to determine 
whether the benefits to the County 
departments outweigh the costs and 
concerns 

1) The Chief Technology 
Officer produces an annual 
"Surveillance Technology 
Community Equity Impact 
Assessment and Policy 
Guidance Report"   2) The 
Inspector General and the City 
Auditor shall conduct an 
annual review of use of 
surveillance tech and the 
compliance with the 
requirements of the ordinance 

One year after the effective 
date of this policy, the Mayor 
will review 
implementation as it applies to 
City department use of 
surveillance equipment 

Law Enforcement  
Exemptions 

Law enforcement and 
governmental 
exemption from 
ordinance if the  
surveillance 
technology is used: 1) 
On a temporary basis 
for the purpose of a 
criminal investigation 
supported by 
reasonable suspicion, 
2) Pursuant to a 
lawfully issued search 
warrant, 3)  Under 
exigent 
circumstances as 
defined in case law 

1) Sheriff and DA exempt from 
approval requirements including 
surveillance use policies for 
surveillance tech use in 
investigations and prosecutions 2)  
The Sheriff’s Office and the DA’s 
Office may temporarily acquire or 
temporarily use surveillance tech in 
exigent circumstances.  The Board 
shall not obstruct the investigative 
function of the Sheriff nor the 
investigative or prosecutorial 
functions of the DA  

1) Body-worn cameras, police 
car cameras, traffic cameras, 
security cameras, technology 
to monitor City employee 
performance 2) Emergency 
situations that pose a serious 
threat of death or bodily harm 

1) Sommerville Police may use 
surveillance equip on a 
temporary basis for the 
purpose of a criminal 
investigation under the 
following conditions 2) 
Supported by reasonable 
suspicion with supervisory 
authority, pursuant to a 
lawfully issued search warrant 
3) Under exigent circumstances 
as defined in case law 4) Or 
when the Chief of Police finds, 
subject to approval of the 
Mayor, that compelling 
circumstances in the public 
interest warrant temporary use 
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Other 
Exemptions 

Building security /unlawful 
access  

DA and Sheriff otherwise need to 
obtain approval for acquiring, 
using, and entering into 
agreements with other entities 
on surveillance tech 

1) Information knowingly 
volunteered or where the 
individual could opt out 2) 
Technical patch or upgrade 
necessary to mitigate threats to 
the City’s environment   

Other 
Exemptions 

The ordinance does not 
apply to the Nashville 
Electric Service, the Airport 
Authority, the Housing 
Agency or Transit Authority   

The ordinance does not apply to 
the Seattle Municipal Court, 
Seattle Public Library   

Enforcement   

 1) Violations resulting from 
arbitrary or capricious action or 
conduct by the County or an 
officer thereof in his or her 
official capacity, the prevailing 
complainant in an action for 
injunctive relief may collect from 
the County reasonable attorney’s 
fees   2) Intentional misuse of 
County-owned surveillance 
technology is a misdemeanor 

1) A person who is surveilled 
and injured by a violation of the 
ordinance my institute 
proceedings against the City   2) 
The Chief Tech Officer shall 
direct any City department out 
of compliance with the 
ordinance to cease use of 
surveillance tech   

 


